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Facebook By Numbers 

These numbers as of: 

February 10, 2011 
2 



600M 
users worldwide 



= 

50M+ 
users in U.S. per day 

Tuesday night 

viewers 

Sunday night 

viewers 

+ 



More than half 
of users return daily 



200M+ 
mobile users each month 



hours 
Time spent 

Source: Nielsen monthly time spent November 2010 

7 hrs, 7 mins 

1 hr, 31 mins 

2 hrs, 17 mins  

1 hr, 21 mins 

1 hr, 16 mins 



Facebook users around the world 

149 million+ active users 

70% return daily 

29 million+ active users 

68% return daily 

17 million active users 

68% return daily 

22 million+ active users 

65% return daily 

19 million+ active users 

65% return daily 

10 million+ active users 

66% return daily 

13 million+ active users 

58% return daily 

17 million active users 

67% return daily 

4 million+ active users 

71% return daily 

Source: Facebook internal data, Worldwide,  January  2011 



Worldwide engagement 

Source: Worldwide comScore July 2010 & Facebook Internal Data, November 2010 

53% daily 

Active users log in 

(daily) 

Daily 

4 hours, 57 mins 

Average time spent per user 

(monthly) 

29 visits 

Average visits per user 

(monthly) 



U.S. demographic  
breakdown 

Source: Facebook internal data, January 2011 

Gender Age 



Give people the power to 

share and make the world 

more open and 

connected. 
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The web is 
reorganizing 
around people 

Businesses are 
reorganizing 
around people 

Reorganizing 
around people 
delivers results 
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The web is being rebuilt  
around people  

10’s 

Discover Search 

00’s 

Browse 

90’s 
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Army Senior Leader Social Media presences 

Stats as of: 

20 April 2011 

Current followers: 2,291 
Launched: April 11, 2011 

Current followers: 1,462 
Launched: March 29, 2011 

Current followers: 2,012 
Launched:  ~Oct 15, 2009 

Current followers: 2,273 



Facebook Glossary 
Terms to know 

 



Facebook Glossary 
 Profile: Facebook profiles are pages that display an individual user's personal information, as well as all 

their interactions with friends. 

 Page: Facebook pages are established by organizations to share content with fans, consumers, 

stakeholders, etc. 

 Wall: Where you and your followers can write on your profile. This is where you post your unit content 

and people respond with “Likes” or “Comments.” 

 Comment: Comment is one of the options for users to give feedback about content. Clicking "Comment" 

opens up a text box underneath the content. The user can add a note and the note will then appear 

under the post. 

 Like: An option for giving feedback on content and posts. If a follower doesn’t have any actual 

commentary to add but they want to acknowledge the content in some way, they can just choose to say 

that they "Like" it. “Likes” also show how many people are following your page. 

 Profile/Page Tabs: Profile/page tabs divide content into different sections, such as photos, notes, 

information and discussions. Profile/page tabs are located at the top of the page. 

 Groups: Groups are a bit different than pages. Users can set join permissions on groups so that they are 

either open to anyone, closed (where users must get administrator approval to join) or secret (invite 

only). 

 

  

 

 



Social Media Roundup 

Getting Started 

(personal account) 

 



#1: Friends Only 

#2: Less Sharing 

#3: Personal Protection 

#4: App Remover 

#5: Limited Access 

#6: Don’t Take it Personal 

#7: Stealth Mode 

#8: Good Networking 

#9: Don’t Become a Target 

 

 

 

9 Critical Steps to getting started 
(safely) 



Step #1: Friends Only 
 To take a closer look at your settings, click on your account at the upper right 

corner of your page.  As you’ll see, if you haven’t already adjusted them, your 

privacy settings will be set to the Facebook default.  

 

 

 



Friends Only 
 These are the settings recommended by the Army. Sharing only with friends 

eliminates the risk of your content falling into the hands of people you’ve never 

met. 

 When you list something as “other” it typically means you’ve customized your 

settings further than the categories offered in the first three columns.  

 

 

 



Step #2: Less sharing 
 After changing the basic sharing settings, click on the “customize settings” 

link at the bottom of the page. This will allow you to further customize what 

you share with others. 

 

 

 



Less Sharing 
 Once you’ve clicked through to the “customize settings” link, the Army 

recommends you change your settings to match the screenshot below.  

 

 

 



Step #3: Personal Protection 
 Once you change your sharing settings, take a look at the other setting 

options. Click on “view settings” at the top. 

 This takes you to a page where you can control your privacy settings even 

further.  

 Once you click through, you’ll be able to adjust how you can be searched 

and who can view your basic information.  

 

 



Personal Protection 

 Once on this 

page, the 

Army 

recommends 

changing all 

of the default 

settings to 

match those 

on the right.  

 

 



Personal Protection 

 Continue moving 

down the page and 

make changes to 

what others can 

share on your page 

and who can view 

your contact 

information. Follow 

the suggested 

settings on the right.  

 

 



Step #4: App Remover 

 Next, go back to your settings 

page and click on the “Apps and 

Websites” link at the bottom of 

the page.   

 By default, apps have access to 

your friends list and any 

information you choose to share 

with everyone. 

 This page allows you to delete 

apps you do not trust. 

 



App Remover 

 Make sure you remove any unwanted applications and make your game and 

application activity visible to friends only.  

 



Step #5: Limited Access  

 Make sure you also click on “info accessible through your friends”. 

 



Limited Access 

 Then unselect everything and save your changes. 

 Reminder: This is the information applications access through your friends, so 

be careful what you leave checked.  

 



Step #6: Don’t Take it Personal 

 Next, edit your settings in the “Instant personalization” option. 

 



Don’t Take it Personal  
 Uncheck the box that reads “enable instant personalization on partner websites”. 

This will keep Facebook’s partner companies from accessing your personal 

information.  

 



Step #7: Stealth Mode 

 The last stop on this page is the “public search” option.   

 



Stealth Mode 

 It is recommended that you uncheck the “enable public search” box. 

 This will keep your profile from appearing when people search for your name. 

 If you leave public search enabled, content you share with “Everyone” is open to 

anyone on the web, not just Facebook. 

 Once you unchecked this function, it will take a short period of time for the 

change to register and for your profile to stop appearing in searches.  

 



Step #8: Good Networking 
 Networks help you stay in touch 

with old friends, and help you 

reconnect with people you’ve lost 

touch with, but belonging to a 

network can also be dangerous if 

you’re not careful.  

 By opening your information up 

to a network, you may share 

information with people you do 

not know. 

 To change your network, go to 

“Account Settings” then select 

the “Networks” tab.  Select 

“Leave Network” to remove that 

network, or type in your 

workplace or school to search for 

networks to join. 

 



Step #9: Don’t Become a Target 
 Facebook can use your 

information to target 

advertisements toward your 

friends. 

 Unless you want Facebook to 

have unique access to your 

friends and family on Facebook, 

it’s advised that you disable this 

function. 

 You can do this by clicking on 

“account settings,”  and selecting 

the Facebook Ads Tab. Then 

select the “No one” option for 

allowing ads from third party 

applications. Then select the “No 

one” option for showing my social 

actions in Facebook Ads. 

 



Getting Started 

(official page) 

 



Examples - Garrison 



Examples - Operational 



Standard Operating Procedure 

 Once an Army organization has 

decided to create a Facebook 

page, the first step is to read the 

Standing Operating Procedure 

on standardizing official U.S. 

Army external official online 

presences.   

 This standard operating 

procedure deals specifically with 

standardizing Army-wide 

external official presences to 

include Facebook, Twitter, 

Blogs, YouTube, etc. 

 

 

http://slidesha.re/dkQ7u1 

http://slidesha.re/dkQ7u1


Getting started 

 Once an organization has 

reviewed the Standing 

Operating Procedure, the next 

step is to head to Facebook 

and sign up. 

 Click on the “create a page” 

link at the bottom of the page. 

 With an organization page, 

administrators can set privacy 

settings and control what kind 

of posting rights are granted to 

individuals who “like” the page. 



Setting up an official page 
 This page will be an official 

external presence, so make 

sure the correct box is marked. 

 Click the government option, 

and then name your page. 

 Make sure to reference the 

Standing Operating Procedure for 

standardizing official U.S. Army 

external official online presences 

each step of the way.  

 Before publishing, make sure 

the unit commander has 

granted permission to create 

the site. 



Establishing administrators 
 After the page name has been 

submitted, Facebook will prompt the 

individual setting up the page to sign 

in with an existing account or create 

a new account. This is for page 

administration purposes. 

 Keep in mind the account used to 

sign in here becomes the first 

administrator. As an admin, that 

individual takes on the responsibility 

of establishing the page, identifying 

other administrators and making 

sure there is a plan in place to 

transfer the account when the 

administrator moves on. 



Posting basic information  Now the page is up. But there’s 

still work to be done. 

 At this point, the administrator 

must add an official, command 

approved, symbol or unit crest as 

a profile picture. The 

administrator also needs to add 

basic information and begin 

building the page to meet the 

needs of the organization. 

 In the information box below the 

profile photo, make sure the page 

is identified as the “official” 

Facebook presence for your 

organization (reference SOP for 

suggested wording.) 



Advanced adjustments 

 Not all of the required additions 

and adjustments to the 

Facebook page will be 

prompted.  

 To make sure the page isn’t 

overwhelmed by followers or 

spammers, administrators need 

to adjust the posting settings on 

the page. 

 Limiting what followers can post 

to the page will help mitigate 

some embarrassing situations. 



More adjustments 

 Adjusting the setting of the page 

is an important step. To start, 

click on “Edit Page” just under 

the page icon. 

 This is where administrators can 

adjust overall settings (who can 

post) and wall settings (what 

content people can post.) 

 Uncheck the boxes that allow 

followers to post photos, links 

and videos. 

Adjusting settings 



Getting started: Advanced adjustments 

 As mentioned previously, 

uncheck the boxes that allow 

users to post videos and photos 

to the wall. When content 

appears on a Facebook wall, 

administrator-approved or not, it 

looks like an endorsement. 

 Also, make sure the default wall 

view is “Only Posts by this 

Page.” This helps make sure 

the organization’s message 

doesn’t get lost in all the wall 

posts made by followers. 



Getting registered 
Making sure the Facebook page is official  

 



Getting registered  There are over 700 Army units 

registered on the Social Media 

Directory. 

 Registering sites on this directory 

not only gives the Army visibility of 

new unit pages, but it lets everyone 

know which units are using the 

platforms. 

 Once a new site is registered, the 

URL is sent to Facebook so they can 

remove the ads. This process 

typically takes three weeks. 

 The Army Social Media Directory 

provides a great opportunity to 

review what other units are doing 

and discover best practices. 

Social Media Fact 
Get registered at: 

http://www.army.mil/Media/socialmedia/ 



Best practices 
Making a Facebook page successful 

 



Best Practices 

 A static Facebook page is ineffective. 

Static pages are boring and visitors to 

the page lose interest quickly.  

 If content on the page is not regularly 

updated, people will stop coming by to 

view the page. 

 It’s important to mix up the posted 

content. Carefully select links to stories, 

unit videos and photos related to the 

organization's mission. Facebook is 

designed to support various forms of 

content, take advantage of that. 

Keep the page vibrant 



Best Practices 

 A good Facebook strategy should 

consider how to keep visitors coming 

back. 

  One way to do this is to create daily 

features. 

 Here are some to consider: 

 Photo of the Day 

 Question of the Week 

 Video of the Week 

 Highlighting pages of other units 

 Soldier profiles  

 Fan submitted content 

Daily features 



Best Practices 

 Make sure to draft a posting policy and 

include it in the information tab of the 

Facebook page.  

 Administrators can’t control what users 

post to a page, but they do control what 

is removed.  

 Include these items in the 

organization’s posting policy: 

 No personal attacks or threats of violence 

 No obscenities or indecent postings 

 No spamming 

Have a posting policy 

 An example of a posting policy can be 

viewed on the Army’s Facebook page. 
(http://www.facebook.com/USarmy#!/USarmy?v=info) 

http://www.facebook.com/USarmy


Best Practices 
 just because a posting policy is in place 

doesn’t mean everyone will follow it. 

 review wall posts frequently and remove 

posts that violate the posting policy. 

 social media doesn’t take a break for the 

weekend.  

 

 *In some instances, weekend activity on 

Facebook can be busier than the week, 

so watch the organization's wall every 

day, even on days off, holidays and 

weekends. 

Reviewing the wall 

Social Media Fact 
There are no email notifications when a user 

posts to the organization’s Facebook wall, so 

regularly monitoring the wall is encouraged. 



Best Practices 

 Some of the best examples of effective 

pages are the organizations that 

interact with their followers. 

 Whether a page has 10 or 1 million 

followers, it’s important to reach out 

respond to what followers are posting. 

 Creating a dialogue and shows that the 

organization is listening. 

 Facebook was designed to facilitate 

connections, and if a page fails to 

interact with followers it’s not 

connecting with them. 

Interact with followers 



OPSEC and Facebook 
Keeping a Facebook page safe 

 



OPSEC and Facebook 
 Do not post information about 

troop movements, U.S. positions, 

meetings of top officials, etc. 

 Check all photos for indicators in 

the background or reflective 

surfaces. 

 Think about the information the 

enemy is looking for and then 

refrain from posting it. 

 Check out the guide on the left at 

for more details. It can also be 

found on the Slideshare site. 

http://slidesha.re/cjFKx1 

 

http://slidesha.re/cjFKx1


OPSEC and Facebook 

 Make sure passwords are unique.  

 Use AKO password standards (14 characters, two 

uppercase characters, two lowercase characters, two 

numeric characters, two special characters.) 

 Don’t use the same password for every social media site 

the administrator is responsible for. 

 Keep it protected. The whole organization doesn’t need 

administration access to a unit or organization page. 

 

Passwords 



Tactics on how to gain followers 

(and keep them) 

 
 



 Start with a plan – what do you want to achieve?  

 Scatter your posts throughout the day 

 Post on weekends and evenings 

 Tag at least one other page in each post 

 Try to ask an engagement question for every post 

 Respond to questions in a timely manner 

 Post and follow a comment policy, and enforce it 

 Remember to post in a friendlier tone, but not unprofessional 

 Spell check every post prior to posting  

 Thank your followers and praise them often 

 Use lots of quality photos 

 Use short, raw, catchy video  

 Ask yourself: would I share that with my friends? 

 Mix it up: photos, questions, videos, sharing others' content, news stories, etc. 

 Add a personal touch; connect with your audience 

 Set defaults to show only your posts first 

 Welcome participation, collaboration, and feedback 

 Get a short, smart vanity URL (facebook.com/username) 

 Update top 5 photos often 

 Have someone else read your posts before you post them 

 Track metrics and evaluate how content performs 

 “Like” sister or similar organizations 

DO: 



Tactics on how to  lose followers 

(aka: Do Not) 

 
 



DO NOT: 

 Post too many times a day (you will lose followers) 

 Clutter all your posts at one time 

 Do not be too promotional 

 Use boilerplate messages or snoozy press releases, unless necessary 

 Use social media (teen) language in professional posts 

 You do not control what happens to a message once it is posted 

 It only takes one unprofessional slip to taint a reputation 

 If you do not have a lot of time to monitor, then set tighter restrictions 

(photos, videos, comments, etc.) 

Remember: 



Social media during a crisis 
The importance of information distribution during unplanned events 

 



Why communicate during a crisis? 

 When a crisis strikes, those first few 

hours are the most critical. 

 Not only is it vitally important to control 

the situation on site, but it’s important to 

inform the public and disseminate the 

most up-to-date information. 

 Organizations must get in front of the 

story. Give the basic facts early and 

provide more information as it comes 

available. Media members do not have 

open access to installations, so provide 

information in a timely manner.  

 Once accurate stories are published by 

the media, it helps to link to the coverage 

on Facebook. This helps distribute 

information to a broader audience. 

 



Informing the media 

 It’s the job of the media to report 

the news. They will report on an 

event whether or not you reach 

out to them. 

 To make sure the correct 

information gets out to the public, 

organizations need to 

communicate with the media 

during crises.  

 Social media is an excellent way 

to put out information to a broad 

media audience. Rather than 

waiting to put out a press release, 

or reaching out to each individual 

reporter, social media tools help 

spread information quickly and 

effectively.  

 



Social media during a crisis 

 

Keeping Army communities informed 
Using social media to get information to Soldiers and Families 

 



Keeping Soldiers informed 

 During times of crisis, it’s 

important to communicate not 

only with the media, but with Army 

communities close to the incident 

as well. 

 Many garrisons are now using 

social media assets to 

communicate with Soldiers on an 

installation. 

 Social media resources can be 

used to tell Soldiers where to go, 

who to call, locations to avoid and 

basic information that will help 

keep the Soldier safe during a 

crisis or unplanned event.  



 

Social media during a crisis 

 

Building trust 
Establishing credibility with the public 

 



Building trust 
 Building a solid social media following prior 

to a crisis is key. 

 Become the “go-to” resource for timely and 

accurate information. Distribute community 

news like school closures, road closures 

and event information.  

 When a crisis occurs, organizations should 

expect the public to look for information on 

social media platforms, so establish 

credibility on these sites beforehand. 

 To build trust and credibility on a social 

media platform, it’s important to post often, 

but there are a few other measures an 

organization can take to make sure social 

media platforms are accessed in a time of 

crisis. 

 

 



Building trust 

 Make sure you designate the 

social media site as “official.” 

Some users are still 

apprehensive about social media 

so a paragraph indicating the 

site is official puts many at ease. 

 Post links to social media sites 

on official websites. This allows 

users to confirm the legitimacy of 

a social media presence. 

 Promote social media sites on 

press releases and during 

interviews. Get the word out 

about social media sites. This 

will help drive people to social 

media presences for information 

during crises. 

 



Social media during a crisis 

 

Creating a plan 
Preparing for the worst before it happens 

 



Creating a crisis communication plan 
 Much of the stress associated 

with a crisis can be mitigated 

with a strong crisis 

communication plan. 

 Each organization should have 

a crisis communication plan in 

place, but it’s important to 

include social media in this 

plan.  

 An organization needs to be 

prepared to post pertinent 

information on social media 

sites. They should also listen to 

the conversation online, 

respond to rumors and provide 

updates when they become 

available. 

Checklist 

Coordinate with Public Affairs Office 

Identify what information to distribute on each social 

media platform 

Draft posts and submit for approval 

Monitor conversations and comments on social media 

platforms 

Respond to questions, provide links and correct 

misinformation 

Before crisis 

During and after crisis 

Designate who has posting authority 

Keep list of logins and passwords on hand 24/7 

Designate who has release authority 



Social media during a crisis 

 

 

Listen and respond 
Keeping track of the conversation and correcting misinformation 

 



Listen and respond 

 One of the most important aspects of a 

social media crisis communication plan is 

monitoring the conversations occurring 

across social media platforms. 

Organizations need to be prepared to 

correct misinformation and rumors.  

 Social media, by design, is conversational. 

People use social media to discuss events 

and interact with each other.  

 Watch the conversations that occur after 

information about a crisis or unplanned 

event is posted. Be sure to correct 

misinformation and respond to rumors.  

 By watching the conversation, organizations 

can also determine what information the 

public is looking for. 


